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INFORMATION IN ACCORDANCE WITH ARTICLES 13 OF EU REGULATION 2016/679  

This information is provided pursuant to Article 13 of the EU Regulation 2016/679 on the protection of individuals with 

regard to the processing of personal data and on the free movement of such data (hereinafter "Regulation" or "GDPR") 

and the privacy regulations currently in force. 

We are, therefore, to inform you that the data related to the images detected by video surveillance systems, put in service 

by ILTAR - ITALBOX S.p.A., as the Data Controller (or "Owner"), will be processed in compliance with the principles 

provided for in Article 5 of the Regulations and ensuring the lawfulness of the processing in accordance with the 

provisions of Article 6 of the same Regulations, as well as in compliance with the provisions of the Provision of the 

Privacy Authority of April 8, 2010 on video surveillance. 

In connection with the above, therefore, we inform you of the following: 

1. Identity and contact details of the Data Controller 

The data controller is ILTAR - ITALBOX S.p.A., having its registered office and operational headquarters at Via 

Provinciale, 16 10010 BAIRO (Turin) and VAT registration number 00488420019 contactable at the e-mail address 

privacy@iltar-italbox.it. 

 

2. Purpose and legal basis for processing 

Images taken from surveillance cameras 

Treatment name Purpose Legal Basis 

Management of images taken by 

surveillance cameras 

The processing of images taken by 

surveillance cameras, in addition to 

the purposes stipulated by laws, 

regulations or European standards, is 

aimed at: 

• Protection of real and movable 

assets owned by the Holder; 

• safety and protection of the safety 

of employees and third parties; 

• organizational and production 

needs; 

• Acquisition of evidence as part of 

defensive audits. 

Legitimate interest of the Owner in 

the protection of its assets and the 

prevention of unlawful acts ex art. 6 

co. 1 lett. f) GDPR 

 

 

3. Categories of personal data processed 

The data processed by the Data Controller include your image recorded by video surveillance systems and may also 

include, as a result of the videotaping, any physical characteristics. 

mailto:mailbox@iltar-italbox.it
http://www.iltar-italbox.it/


 

 

 

4. Methods of data processing 

We inform you that your data are processed with the aid of electronic tools, in compliance with the Regulations and the 

applicable Measures of the Data Protection Authority, including, in particular, the aforementioned Measure on video 

surveillance - April 8, 2010, and Guidelines 3/2019 on the processing of personal data through video devices (adopted on 

January 29, 2020). The data will be processed according to procedures and methods related to the purposes indicated 

above. The filming, therefore, is carried out in such a way as to avoid detailed and invasive images of people's privacy, 

resulting in a limitation of the possibility of identification. 

The Personal Data referable to you, will be, therefore: 

- Treated lawfully and according to fairness; 

- Collected and recorded for specified, explicit, and legitimate purposes; 

- Relevant, complete and not exceeding the formalities of processing; 

- kept in a form which permits identification of the data subject for no longer than is necessary for the purposes 

for which they are collected or subsequently processed; 

- processed according to unambiguous procedures established by a single supervisory authority ("Lead 

Authority"), identified by reference to the state where the Holder has its principal office. 

In addition, the Holder's business processes ensure the confidentiality and security of information and its storage in 

compliance with legislative requirements and required security measures.  

 

5. Scope of Disclosure of Personal Data 

Your data may be accessed by the following parties exclusively for the purposes described and in compliance with the 

rules set forth in the Regulations and the aforementioned Provision issued by the Personal Data Protection Authority:  

- Data Processors appointed by the Controller pursuant to Article 28 of the Regulations, including consultants and 

freelancers; 

- personnel authorized to process the data in accordance with Article 29 of the Regulations, in particular with 

designation by the Controller of persons authorized to use the facilities and view the records, in cases where it is 

necessary to pursue the previously stated purposes; 

- external data processors appointed by the data controller such as video surveillance equipment maintenance 

companies, security institutions, companies that manage computer networks and systems; 

- to competent authorities (e.g., judicial and police authorities) who make a formal request. 

 

6. Period of data retention 

The maximum retention time of the recorded images is 24/48 hours following the detection, after which the recorded data 

is automatically deleted, subject to specific requirements for further retention in connection with holidays or closure of 

offices, as well as in the case of adhering to a specific investigative request of the judicial authority or judicial police or 

in the case of filing complaints/complaints with the Authority. 

 

7. Recognized rights 

We inform you that, as a Data Subject, you may exercise your rights under Articles 15-22 of the Regulations. 

Specifically, in accordance with current regulations, you are granted the following rights: 

1. Request access to your personal data from the Owner; 

2. To request the deletion of their data; 

3. to object to their processing for legitimate reasons (including in part). 

To assert your rights, you may contact the Data Controller or the Data Protection Officer at the contacts above. 

We would also like to remind you that where the response to requests cannot have been considered satisfactory, you have 

the right to address and file a complaint with the Data Protection Authority (www.garanteprivacy.it) in the manner 

provided for in the Applicable Regulations. 

 


